
Access Webmail Using Multi-Factor Authentication (Outside of Kyrene Network) 
 

Accessing Office 365 (including Outlook webmail) on an external network, such as on a home network or on mobile web, 

requires multi-factor authentication (one-time SMS code, phone call or mobile app verification). 

NOTE: Mail app (iOS)  does not require multi-factor authentication. Third party apps such as the Outlook app do require 

multi-factor authentication. 

 

1. Sign in using Kyrene email address and password. 

Click Next. 

 
 

2. Click Next to begin multi-factor authentication. 

 
 

3. On Step 1 screen, select how Microsoft will contact 

you (mobile phone, office phone or mobile app). If 

phone, enter phone number on the right. (NOTE: If 

choosing a phone call on office phone, make sure 

office phone is not currently forwarded to another 

number.)

 

Select method. Click Next.   

  

You will receive a verification code via the chosen 

method. 

 

4. On Step 2 screen, enter the verification code 

received. Click Verify to finish. 

 

 
 

5. Select Yes or No for the option to stay signed in. 

 
 

6. Once authenticated, the next logon outside of the 

Kyrene network will deliver a new code to the same 

phone number. Enter code, click Verify. 

 
 


